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Objectives of National Cybersecurity Strategies

Address cybercrime X X X X X X X X X X X X X X X X X X X X X X X X X
Adopt information security X X X X X X X X | X

standards

Balance security with privacy X X X X X X X X X X X X X X X X X
Citizen’s awareness X X X X X X X X X X X X X X X X X X X X X X
Critical information X X X X X X X X X X X X X X X X X X X X X X X X

infrastructure protection

Develop national cyber X X X X X /X X X X X /X X X | X X X X | X X | X
contingency plan

Engage in international X X X X X X X X X X X /X X X X X X X X X X X X X X X X
cooperation

Establish public-private X | X X X X | X X X X X X X X | X X | X
partnership

Establish an incident X X X X X X X X X X X X X X X X X X X X X X X X X X
response capability

Establish an institutionalized X | X X X X X X X X X X X X ' X X X X X | X
form of cooperation between
public agencies

Establish and implement X X X X X X X X

policies and regulation

capabilities

Establish baseline security X X /X X X X /X X X X X X X X | x X X X X X | X X
requirements

Establish incident reporting X X X X X X X X X X X X X X X X X X X X X
mechanism

Establish trusted information- X X X X X X X | X

sharing mechanisms

Foster R&D X X X X X X X X X X X X X X X X X X X X X
Improve cybersecurity of X X

supply chain
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Organise cybersecurity X X X X X X X X X X X X X X X X X X X
exercises
Provide incentives for the X X X X X X X

private sector to invest in
security measures

Risk assessment approach X X X X X X X X X

Set a clear governance X X X X X X
structure

Strengthen training and X X X X X X X X X X X X X X X X X X X X X X X

educational programmes

All data retrieved from ENISA (https://www.enisa.europa.eu/topics/national-cyber-security-strategies/ncss-map/national-cyber-security-strategies-interactive-map).
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